eu-LISA – Complaint Submission Form

****

|  |
| --- |
| **Reporting a complaint to the eu-LISA’s DPO**eu-LISA Staff and others are encouraged to inform the eu-LISA’s DPO of material privacy issues that can be perceived as a violation of its rights. The DPO may also be able to provide advice or guidance that may be helpful in responding to the complaint. **Personal complaint form**The purpose of the complaint form is to assist the DPO of any infringement on the data subject’s rights. This complaint can be reported as follows:**By e-mail:** **dpo-sensitive@eulisa.europa.eu****By phone: +372 604 2005** |

1. **Your Identity**

|  |  |
| --- | --- |
| **Date** | Thursday, 31 January 2019 |
| **Name and surname** |       |
| **Preferred contact address** (Professional or private, postal, telephone, e-mail – in case further information is required) |       |
| **e-mail** (for acknowledgement purposes only) |       |
| **Other relevant identification that you wish to provide** |       |

1. **Object of the complain**

|  |  |
| --- | --- |
| **Object of your complain****(identify the Unit, Sector, any third-party working for eu-LISA, etc.)** |       |
| **Description on the nature of your complain****(please include as much details as possible)** |       |

**Please submit this form through email to:**

dpo-sensitive@eulisa.europa.eu

**or just send a print of this document by postal in confidential marked to the**

**eu-LISA DPO, Vesilennuki 5, 10415 Tallinn, ESTONIA**

**Important security information**

**The DPO is committed to ensure high level of security for the communication communicated. However, please be aware that communication by internet, including e-mail, is not fully secure and information transferred can be potentially intercepted and accessed by persons externals to the DPO.**

**Please note that the eu-LISA ICT infrastructure is managed by the Corporate Services Sector and is subject to security measures allowing the monitor of the network by Security team.**

**For very sensitive information you are advised to directly contact the DPO for further proceeding**